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Otis Wilson: Good afternoon, ladies and gentlemen, and welcome to this afternoon's United States Department of Education's Recovery Act Technical Assistance Web conference. Today's webinar is entitled Internal Controls. I am Otis Wilson, today's moderator. 

I remind you that this webinar will be archived on the Education Department's website at www.ed.gov. Under Policy, select the Recovery Act ED button, which is at the bottom of the screen and you will find many links to important recovery act information, particularly previous webinars including this one. For previous webinars, find the Implementation and Requirements section and select ED Recovery Act webinars. As always, your feedback is most important and very helpful. We want to know if we are meeting your needs with each webinar. Additionally, please let us know if there are other topics you would like presented. The final slide displays the web address for the link to the evaluation.
Did you know that audio is available? Yes, audio is available. Please ensure your speakers are connected and your volume is on and up.

A couple of orientation issues before we begin this session. Take a moment to locate the “Ask a Question” button on your webinar screen. If at anytime you have a question, just type it in the box and press the Submit Question button. This will place your question in the queue and will be answered during our question-and-answer period immediately after the end of the session. If your slide view is too small, press the Enlarge Slides button. If you would like a copy of the slides to take notes or for future use, press the Download Slides button. Lastly, if you have any technical issues with the site during the webinar, you may use the “Ask a Question” feature for that as well. Just submit your question and an ON24 representative will respond.
With me this afternoon is my colleague, representing the Office of the Secretary, Risk Management Service, Mr. Mark Robinson. He will be presenting this important information. Let's get started. Mark.

Mark Robinson: Well, good afternoon everyone and welcome to today's webinar on Internal Control. Today's presentation is an update to a webinar from November 2009, shortly after grantees begin to draw down significantly against their American Recovery and Reinvestment Act or ARRA grants. At that time, it was important to stress the need for effective oversight, management and accountability for these funds. Those objectives were further emphasized by a heightened level of monitoring by the Department and other groups such as the Education Department's Office of the Inspector General and the Government Accountability Office.
As we near the end of the period of availability of the ARRA funds, which is September 30, 2011 or roughly 7 months from now, the department believes it's prudent to present this webinar to again stress the importance of effective stewardship of not only ARRA funds, but all federal funds you may receive. Effective internal controls play an important part in providing a reasonable assurance of such stewardship. 

What I'd like to point out first is that the concept of internal control is not new or different. It's still based on the same requirements that have always applied to federal grant funds. What we want to do today is help you understand the importance of this concept in the management and oversight of all of your federal funds, including your Recovery Act funds. We hope, as well, to give you some things to think about and some tools you can use to do a self-assessment of your organization's existing internal controls.
Sometimes, long-standing processes evolve, resulting in initially correct procedures becoming skewed to the point of becoming no longer effective. Slight deviations in procedures and processes over time can result, in the case of internal controls, in introducing unintended vulnerabilities to your organization's management controls. That's why it's good periodically to step back and reassess your management policies and procedures to ensure that they continue to be effective. You don't want to have a false sense of security that, just because you've always done something a certain way, it's still the right way.

Now, an analogy to this would be a golfer who loses the mechanics of his or her swing and needs to rebuild their muscle memory in order to again stroke the ball accurately. So you could consider this webinar an opportunity to tighten up your internal control swing.

You'll be able to, at the end of this webinar, to explain what internal controls are and their benefits, to identify who does what, to explain how internal controls relate to grant program objectives, to list the key components or standards in the internal control process, and to identify some tools you can use to help you discover any deficiencies or weaknesses in your system.

Now this slide presents basically your typical textbook definition of internal control. The bottom line here really is that a system of internal control will help you achieve successful results via effective stewardship of federal dollars. And with the unprecedented amounts of recovery funds being used, as well as all of your other funds, this becomes ever more important, since the use of these funds is being closely tracked more and more as we go forward. As well as the fact that this information is available to the public via a new website, USAspending.gov. So not only is the federal government looking closer and scrutinizing the way the funds are being used, but also the public, now, has access to look and see how those funds are being spent.
So let's talk a little bit about the origins of internal controls and where did all of this come from? Well, the Federal Managers Financial Integrity Act amended the Accounting and Auditing Act of 1950 to require ongoing evaluations and reports of the adequacy of the systems of internal accounting and administrative control of each executive agency.

A-123 and the two GAO publications listed provide further guidance and bring us up to the present. If you're not familiar with these or want to do a refresher, we have included URLs for each of them at the end of the presentation. You may want to especially note the self-assessment tool. This is what I referred to earlier, that you can use to determine how well your internal control is designed and functioning and help determine what, where and how improvements, when needed, may be implemented.
So who's responsible for oversight and internal controls? Based on this list, it looks just about like everybody has some role and responsibility in this. Especially, anyone who has the potential to effect or affect an organizations missions, goals and objectives. This is also a good checklist of areas to look at when you go back and review existing systems and processes to ensure that everything is in place, that bad practices have not inadvertently crept in -- the old golf swing analogy I mentioned.

Some people might be surprised to see security on the list. But their role is as important as any of the others. Let's say security is making the rounds late one night and discovers, on a desk of an employee in an unlocked room, a batch of signed blank checks ready to be sent out. I think you can all see where this scenario could lead.

If you look at the quote that I took from an actual internal control review report, you'll see this list of responsible parties confirmed as every user's responsibility. I was struck by a couple of other things as well, that it's management's job to facilitate this, as well as the fact they go so far as to suggest that security specifically beyond those employees identified as such, is, in fact, everyone's job. I don't think that's a bad approach at all. Whoever finds that unlocked door should understand what needs to be done about it, who gets notified, what reports need to be filed, and etcetera and so forth.

When do you utilize internal controls? Well, basically all the time. Notice in the quote from the same city audit report -- as the organization evolves, in other words, things change. There's the assumption of the concept of the fact that change does occur within an organization and you do need to make adjustments in your management approach and requirements as you go forward. Our methods with dealing with that change must keep up. Remember, also, this isn't a standalone issue or one that is bolted on after the fact. But rather, this continuing review and adjustment in the evolution of the controls in the organization is supposed to be built into the overall management process that's used to guide your operations.

We've talked about the who, what, and when, so now let’stalk about why. The bottom line is effective stewardship of federal funds, safeguarding assets and detecting and preventing fraud ensures the integrity and continuity of funded grant programs. Successful outcomes are always a major concern of Congress and the grant-making agencies. Internal control is an integral part of this process and goes a long way to ensure that programs continue. In fact, the quote here backs this up. Risks were identified that, if they weren't identified and resolved, could clearly have disastrous effects on program results and ultimately erode the public trust in such programs.
Unallowable costs are one example of a state finding that I ran across in preparing this webinar. Actually, not unique to states, this finding can occur in any type of grants setting. What I really want to highlight here is the recommendation and outcome. Because, while returning money is one part of the resolution, such a mistake can still result in a grant then being considered high risk.

Other special conditions may be imposed at the discretion of the grant-making agency. Either these situations tend to result in the grants management being more complicated than it would be otherwise, causing the grantee to have to expend extra effort and possibly funds and detracting from their core mission, things that would not have happened had the grantee maintained full compliance with the requirements of the grantors. In other words, to the extent that you come across these problems or if you don't put in place the necessary management controls to address some of these issues when they do come up, it's not just enough that they get fixed. But it can potentially cause you a lot more grief in other things that may be required of you in order to provide reasonable assurance that you have the proper controls in place. So just keep that in mind.

As you can see in this slide, the outcome of these violations is something that I think we'd all rather not experience, again, to the point I just made. Again, the point is that good internal controls provide a reasonable assurance that none of these unpleasant outcomes would happen.
Here you see the specific language requirement of reporting of fraud or abuse involving Recovery Act funds. We've included three ways that this can be reported at the bottom of this slide. And, again, this statement was included as part of the Recovery Act legislation and it's something that all grantees receiving Recovery Act funds must comply with.

Now this slide is in reference to the Federal Funding Accountability and Transparency Act of 2006 or FFATA as it's commonly called, or it's also called just the Transparency Act. This act requires greater transparency to the public regarding the use of federal funds. Again, referring to the website I mentioned earlier, USAspending.gov, which fulfills a requirement to provide a single searchable website regarding entities that receive funds from the federal government. So, again, the public has the ability now to look at how the funds are being spent and in what programs. 

Transparency and accountability in using public resources are key to the governing process. The five Es on the slide all come into play to ensure desired results. These all help both grantees and sub-grantees improve program performance and operations and ultimately ensure the integrity of these important public programs.
We're now going to look at internal control in more detail as we will discuss each of the five standards of internal control developed by the United States Government Accountability Office or GAO. It's said a picture says a thousand words and that is clearly the case here as the diagram depicts the concept that each of the controls builds upon or intersects with the others, beginning with the control environment that's the foundation for all of the controls.

As you see here, the control environment provides guidelines for setting the correct tone in an organization with respect to following rules and regulations. Without a proper control environment, one can conclude that an organization lacks a culture of values and accountability and therefore, is potentially subject to chaos in compliance with rules and regulations, both internal and external to the organization.

The origin for a proper control environment is the leadership and management within an organization. The values expressed at the top impact the attitudes of everyone else. For example, accountability for noncompliance with an organization's rules and regulations, followed by appropriate consequences, is essential for establishing the correct tone. Similarly, a commitment to competence, supported by appropriate knowledge and skills training helps to minimize problems and ensure that each member of the team is able to carry out their responsibilities effectively.

A simple way to summarize all of this is to say the presence of a good control environment usually mean more than likely folks are doing the right things. Whereas a bad control environment usually means they may not be, resulting in a potentially significant impact on an organization's effectiveness, efficiency and mission focus.
This next slide provides examples of assessment factors for the control environment. And as you go forward, there is an internal controls checklist that the Government Accountability Office provides, from which some of these factors and examples were taken. And you just see some examples of things that would be important with respect to a proper control environment. Integrity and ethical values, for example, commitment to competence on the part of the staff, making sure staff are properly trained and understand their jobs and their roles in the organization, management's philosophy and operating style.  If you have sort of a lackadaisical leader of the organization who doesn't believe, for example, in ensuring that employees arrive to work on time or come back from lunch on time or, in essence, complete their assignments on time, that attitude permeates throughout the organization and can impact your performance and effectiveness of your organization.

The last one I want to really point out because that's a key one too, because as a result of breakdowns in your controls, which result in problems, as I mentioned on the previous slide, that can also have an impact on your relationship with oversight agencies. For example, any organization that -- particularly in the government state and local setting that is responsible for providing you funding, such as your state legislatures and so forth, well if you have a lot of problems and issues with how you effectively manage those funds it may draw into question whether or not you should continue to be a recipient of those funds. So it's important to emphasize that the control environment not only has an impact in terms of how your operation functions but also has an impact on the perception that others outside of your organization may have about the organization and its effectiveness in stewardship of funds received.
With a sound control environment in place, an assessment of potential risk to your organization would be the next step. Risk assessment is the identification and analysis of potential risks associated with achieving objectives. In other words, risks from both internal and external sources, both entity-wide and at the activity level. Methods and sources for the assessment may include qualitative and quantitative ranking activities, forecasting, strategic planning and findings from audits and other types of reviews. And I'll get into that last item, the findings from the audits and reviews a little later on because that's a very important source. It may seem a little onerous at first, but in reality it's a very important source of identifying areas where you potentially can improve your overall operations and controls. Another area of good information is also management conferences and briefings, which provide good input for factors for any risk assessment.
As risks are identified they're analyzed for their possible impact. And one of the questions that you might ask yourself is how likely is it to happen? And if it does, how significant would it be? In assessing risk, one might also ask similar questions as those listed on the slides. What could go wrong? How could we as an organization fail? What must go right for our organization to succeed? That's one people don't always look at, you know, what is it that we actually need to be doing in order to have success? What are our performance measures? Where are we vulnerable as an organization, both internally and externally? What assets do we need to protect?  Such as information systems, physical assets, such as buildings or even soft assets, which is, again, another thing that sometimes is overlooked.  Soft assets such as not only money but things like intellectual property.

Do we have liquid assets? Or assets with alternative uses such as cell phones and computers? How could someone steal from the organization? How could someone disrupt their operations? A very relevant example here is a denial of service disruption from an external or internal attack on an organization's computer network. And some of you've probably experienced that or read about that in the news. These sorts of denial of services attacks result in a slowdown or possible shutdown of the use of the network and systems within an organization. And, of course, in this day and age, potentially, you're more than likely shutting down the organization for some time, which can have disastrous effects.

Who among us in this day and age can afford to go for any period of time without the use of or access to our mission-critical systems? There are many other questions one could ask when conducting a risk assessment. Keep in mind that as regulatory and operating changes occur, you'll want to assess your risk identification, and risk analysis methods as well, making any necessary adjustments to ensure that they are, in fact, kept in sync and continue to be effective.

Now this slide shows additional sources for input factors for risk assessment. Some of the best ideas for factors to consider come from opportunities to interact with others and to share war stories during conferences and other meetings. That's why sometimes these conferences are a good source of getting not only war stories but ideas about best practices in oversight and control.
Long-range planning activities are also a good source for insight into potential risks that may be coming your way in the future as well as providing an opportunity to develop strategies for addressing them early on. We also like to recommend that you mine your audits and any other documents or reports you might have for information on potential risk. And again, as I mentioned earlier, these are good sources for identifying where you would have vulnerabilities and issues and they give you great insight in terms of the types of things you probably need to focus on.

Now, once you've assessed your risks, you should consider the best approach to managing them. This also might mean you simply accept the risk, depending on the cost-benefit associated with having to address the risk. And this is particularly the case if the likelihood of the risk occurring is low and the impact of it, in and of itself, is somewhat low. The cost of implementing a risk mitigation approach should also be considered, again, the cost-benefit aspect of this. If the cost of implementing the mitigation approach is near to or exceeds the cost of the risk to be avoided, it may be more prudent to simply accept the risk. But that's, again, a judgment that you have to make as part of your assessment process. However, the more likely the risk and the higher the impact of the risk on your organization should it occur, that would require you to develop some form of risk mitigation approach.
The risk mitigation or mitigation process does not end here, for risks are dynamic, as we mentioned earlier, may evolve, change or disappear over time. As such, periodic reevaluation of risks and a corresponding evaluation of the effectiveness of risk mitigation mechanisms or control activities is required. And I'll talk a little bit more about this when we get into the last internal control standard, which is the monitoring piece of it.

Control activities are used to enforce policies, procedures and management's directives to help ensure that risks are addressed. All levels of an organization and points within its operational processes have some form of control activities. Here are some examples of such activities. Acquiring the proper approvals from the proper person, such as purchases or leaves of absence. Acquiring the proper authorization to use an asset, such as the use of the company car or cell phone. Verification of identity with a user ID and password when logging on to a computer system. Reconciliation of expenditures or billings. Independent checks on performance such as ensuring contractors are performing to the terms of a contract. Access controls to certain areas of a facility. And recording and documenting financial transactions. These are just some examples.
Other sorts of control activities are listed here. And, again, these are from the internal control checklist. A couple of these I just wanted to mention. Physical control over vulnerable assets, making sure that you have things locked up properly or secured as necessary. The top level and program reviews, again, this is part of your ongoing assessment process and review of your controls to ensure that they are still effective. Performance measures, that's another good one. What are your performance standards? What are you working towards? What are your control activities providing you in terms of your performance goals and performance standards? You need to have some idea what those actually are to begin with.
Segregation of duties, that's a critical one that pops up a lot of times in audit findings were you have the fox guarding the chicken coop, to use an analogy. Where you have too few people with too much control over certain key aspects and you usually see this in the purchasing and procurement area. So, again, that's one area where you need to make sure that you have the proper controls and regulations and guidelines in place and make sure that duties are properly segregated.
And, of course, documentation is a key factor here in terms of the type of control activities. If there's one thing that we could leave you with as part of this presentation in terms of an effective mechanism for control, that's to make sure that you have all of your necessary documentation, when and where it's required, in order to support whatever activities you are conducting as part of your business. That's an easy catch for any auditor or anyone doing any oversight work -- the fact that you don't have proper documentation or sufficient documentation or the right kind of documentation in place when they come in and take a look at you. So documentation, documentation, documentation is key.

Control activities can also be categorized into three types based on the timing of risk events. Preventative control activities are intended to anticipate a risk occuring well before it happens and to deter it from happening or at least provide some reasonable assurance that you can deter it. Detective control activities are intended to help identify undetected risks that may be present at an organization. An example would be the embezzlement or redirection of funds for unintended purposes. And, again, everyone is well aware of the situation involving Bernard Madoff and the Ponzi scheme and this is a classic example of the fact that there were a lack of preventative or detective controls in place to recognize that this scheme was occurring, which resulted in extremely unfortunate outcomes for a lot of people.
So, again, I'd say there's an important need to have those detective controls in place. Because without those, then what you find yourself doing is, in essence, putting in place corrective control activities. And this is a place where you really don't want to be because, unfortunately, these activities are implemented only after a risk has been realized and can be described as reacting to an event,whereas the previous two types of activities are considered more proactive in identifying risks. The big lesson here for all of us is that it's much better to be in a proactive position versus a reactive position when it comes to addressing risks.
The information and communication internal control standard is unique in that it impacts all other internal control standards. Again, as depicted by the diagram here, it's a cross-cutting control. This makes sense as the availability of information and communication of such is an essential aspect of all of these controls. Any organization is most effective when it is able to disseminate information and effectively communicate that information both internally and externally.

This next slide provides some examples of the types of information most organizations need to communicate to others. And that would include performance data as a means to demonstrate to others including oversight groups, those folks I mentioned earlier. You want to communicate to them the status of progress towards your organization's mission and vision. Operational data is also a means to demonstrate to others, including oversight groups an organization's compliance with laws and regulations. Financial data as a means to communicate to others including oversight groups, provides a means to provide them with information such as financial statements, budget reports and other accounting-based data, so they can kind of see where you are in terms of your fiscal responsibilities.

Many of you, particularly those of you who received Recovery Act funds, have been, over the last several years I guess, providing information to the government on your Recovery Act expenditures through the Section 1512 data reporting, the quarterly reporting that you have to submit.

Another example would be the Department's efforts to provide information and guidance on the Recovery Act programs and our communicating this information to grantees through vehicles such as webinars like the one today. These vehicles provide -- have provided and they provide communication along with other mechanisms we have such as email, letters, teleconferences, and even site visits.
As you can see here, there are many forms of communication to consider when conveying information. We have performance management systems, information systems of many kinds, policy and procedures manuals, management directives, memos and emails, your Internet and intranet access, both your external and internal email capabilities, speeches and briefings, and of course, the last one, being the greatest form of communication known to man or womankind, is the grapevine. We emphasize this as a mechanism to provide information and as an effective form of control. It provides an effective means for internal control of the organization. An example of that would be, let's say that, you have an employee that, for whatever reason, or a group of employees that are -- that there may be issues with in terms of complying with various rules and regulations.  Certainly any action that is taken to address those with one employee would certainly be communicated to the other employees through this grapevine mechanism.
So clearly this is an approach that we think has great value even beyond those that were listed previously. And it's one that as a manager or even as a non-manager or non-supervisor, is one that can provide a great deal of benefit in terms of communicating information to others. So just note all of these various examples here.

Here's some other factors to consider in terms of information and communication. Internal and external information on operational performance should be provided to management at all times in order to keep them abreast of essentially the status of your programs or your activities. And that's key to, again, provide the information that folks need, especially your oversight organizations. 

Information should be distributed to the right people at the right time.  I mean the way we would characterize this is the right information should be distributed to the right people at the right time. And there are many horror stories about information either not getting to one or the other of those three items when it needs to. Information getting to the wrong people, the wrong information getting to the right people, and any permutation of those three, but that's a key point there as well.

The effective internal communications, effective external communications -- and we touched on those as well. You have your internal oversight folks and you also have your external oversight folks as well as your external customers that you may need to ensure that they are properly informed.

And, again, we talked about the diverse organization information systems a little bit on the previous slide. You have all kinds of different email and different financial systems, grant management systems and so forth, human resources systems, payroll systems that provide information across your organization. So these are all important factors, important things to consider and it's important to ensure that the proper controls in management oversight are present in all of these.

Now, we've gotten to the last control here, which is monitoring. And monitoring is a critical ongoing process designed to ensure that problems are found in a timely fashion and quickly resolved. In fact, the Association of Government Accountants' Partnership for Inter-governmental Management Accountability has two monitoring tools that you might find helpful for sub-recipient monitoring and assessing sub-recipient risk. In other words, people who you may then, in turn, sub-grant to some of your funds. And a link to these publications is included on the Resources slide at the end.
But, again, monitoring is important because this is, as I said earlier in a slide, this is where you essentially after you've built your foundation in terms of control activities of the control environment and you've done your risk assessment and you’ve communicated this information, this is the point at which you go back and in essence repeat the loop again, because, to the extent that you find things in monitoring that result in necessary adjustments to your management controls or to your regulations or policies, it's through the monitoring process that you would identify these and create the list that you would take action on. And part of this includes, as I'll get into in a little bit here later, your audit findings and your review activities.

Monitoring of grantees is an ongoing process and part of that involves reviewing the grantees periodically as well as using the single audit reports to help assess grantee performance. When the Department comes out to monitor you, part of that process is to look to see, in fact, if not only are the programs running properly but also that the proper management controls are in place. The single audits, as I mentioned, your A-123 single audits, which have to be conducted every year for anyone receiving over $500,000 in federal grant funds, are a very useful source of information that can help you in your monitoring process
Monitoring contract or performance against terms and conditions of contracts is another example. I think I mentioned that previously that -- make sure that the contractors are performing to the terms of your contract and you are getting the goods and services that you have contracted for. Monitoring is an important piece of that.

Monitoring the use of various items and materials and devices that you receive, such as cell phones, and your purchase -- or telephone cards that your company might provide -- monitoring how those are being used and are they being used properly and effectively?

What we have here are the standards of internal controls. You essentially see a list of these. I've mentioned some of these previously. This is what I was just referring to. Again, monitoring can take many forms and you can use many different things to assist you in the monitoring. And I'll talk about that now.

Parts of the monitoring process also involve separate evaluations that you can do as part of your monitoring activities. You also have individuals in other organizations that can perform these monitoring or review activities, that can provide you valuable feedback and valuable input. Again, I mentioned the US Department of Education through our Office of the Inspector General as well as our program offices, play a key role in not only monitoring, but also evaluating and assessing programs and program performance and the use of funds. You have your financial statement auditors, again, the A-133 financial audits that also provide useful information. Again these may seem a little onerous when they first come out, but the findings that they come out with are a good source to help you, again, to improve and tighten up your management controls.

Peer reviews, that's another good source where periodically you may have another organization, a comparable organization, come in and take a look at what you're doing. Peer-reviews take place, for example, a lot of the auditors have peer reviews where they have other auditors come in, in essence, audit the way that they do their audits, as an example. And there are other examples of that as well. Other school districts may monitor other school districts in terms of how they implement, say, their Title I or special ed programs and provide useful input to that as well. And so there are various ways in which peer reviews can also provide you useful information.
And I talked about the Inspector General and public auditor reports as well. Again, another very important and useful source of information that can help you improve your controls. And the management control review process where you're actually going and then having people look at your management controls. That can be done as part of the audit or that can be done as an independent service that you get someone to come in and look at your organization, industrial engineers and people like that who might come in and look at how your processes work and how effective they are.

And the last and most important piece of the monitoring piece is that once you've got all this information that you basically do something about it, that you just don't sit there and let these audits or these findings go without being resolved. Becuase all that happens is that they continue to come up year after year after year. So you want to look at these things and you want to basically resolve the audit findings as you go forward.

And I'll now turn the presentation back over to Otis for the recap and conclusion of today's webinar.

Otis Wilson:  Well, thanks a lot, Mark. Thanks for that very timely information. Ladies and gentlemen, as Mark has told you, while you heard a great deal of information and there was a fair amount of detail, to say the least, regarding internal controls, the recap, I think, can fairly be succinct here.
Who's involved in this process, this important process? Everyone. What happens? Well, it's procedures that you put in place at all times throughout your entity to avoid problems. Bottom line to achieve results. As Mark has specified, concentrating on missions -- on your mission, your goals as well as your objectives.
As you can see everyone is involved in procedures at all times throughout the entity to avoid problems and, most importantly, to achieve results.

We have two slides that display resource documents that we have mentioned a couple times. It is useful and helpful user information. Also, there are regulatory documents that we used to prepare the presentation. We thought you may be interested in reviewing them as well. This slide lists the monitoring tools we've mentioned a couple of times, particularly want to mention OMB Circular A-123 for internal controls. We hope you find these helpful and if, later on, you want to read a little more on this topic or if you have any other questions.

Your ARRA-specific contact information is listed here on this slide. Also accessing the website below will provide you with information regarding previous and future web conferences.

Today, ladies and gentlemen, we have a poll question for you. We do appreciate your input. We find it is a quick and convenient way to gain valuable information. You should see the poll question now and it is interactive. Please select the choice which indicates your response.

The question is, based on the information presented during this webinar, how would you rate your own organization's internal controls?  Best practice worthy, very good, adequate, weak or ineffective?

We will leave the poll displayed while we answer your questions and show the poll's results following the question-and-answer period.

Q&A:  

Otis Wilson: Again, thanks, Mark, for the timely information that you shared today. We will now move to our question and answer period. Ladies and gentlemen, you may continue sending questions while we are answering. Please note that you will not see the questions during the question-and-answer session, but the ones that we answer will be available via the transcript in the archives.
Sometimes it may take us a moment or two to contemplate or formulate the response so there may be a couple seconds of silence, but we're still webcasting. If, by chance, we do not get one of your questions today, there are several options available to you. You may contact the ED program contact listed on your grant award notification, bar 3, or send an e-mail to           RMSCommunications@ed.gov.

(inaudible - multiple speakers)

Now, ladies and gentlemen, for our first question. Mark wanted to know if we mentioned the poll and we are well aware and thank you.

The first question is, which OMB circular should we use if we are nonprofit, private, higher-ed institution?  

That would be OMB circular A-122 for nonprofits.

And now for our next question. With regards to time and effort reporting, I am finding conflicting information on whether a single signature of a supervisor or a person of appropriate position is required or an employee signature and that of a supervisor are required on time and effort reporting sheets. Can you please clarify?

Mark Robinson: Sure, I'd be happy to. The best approach would be to have both the employee and the higher level supervisor sign off on the time sheets. In fact, on a personal note, that's what I have to do. In fact, I had to turn my time sheet in today, we all did. And when we fill out the timesheet, we have to -- we as the employee have to sign off on it and that sheet is then forwarded to our next level supervisor who also then reviews it and signs off on it.

And what that's really doing is, you're certifying that, at all levels, that the information being reported is correct. For example, if the employee doesn't sign off, then if there's a dispute or an issue with the time presented, the employee could say, well, that's not the time that I put forward.  So and that can cause a lot of other problems. So it gives the employee the opportunity to -- who, in essence generates this information, it give the employee the opportunity to certify that this information I am submitting to you is correct and also that they are attesting to the fact that the time that they're submitting is, in fact, the correct time. They're not overbilling you or overcharging you even though they -- because they may not have worked all those hours. They're certifying they did work those hours and they did perform whatever was to be done on those hours.
And then it goes to the next level supervisor and they then certify that the information that the employee submitted was correct, because in most cases, they were the ones who were monitoring -- again, monitoring again -- keeping track of the employee's work efforts during that period of time. And it might even be on another level even above that before it finally is submitted. 

So at every level, everyone is certifying time and the employee to the point here is, in fact, certifying that he or she in fact, worked the hours that they are claiming for payment.

Otis Wilson: Yes, sir. Thanks, Mark. You know what? I think it might also be pertinent to mention that that cost principles also contain complete time and effort reporting OMB circular A-21 for institutions of higher education, A-87 state, local and federally-recognized Indian tribal governments, and A-122 for nonprofs.

Mark Robinson: Right. Yes. Thanks.

Otis Wilson: Yes, sir. My pleasure. 

Okay, Mark, your next question is coming up. How have these risk issues been addressed by others?

Mark Robinson: I think if you scroll down, there may be some examples in it. Yes. Okay. Students take several courses paid for by the grant and then disappear before completing.

That's a good one, because, in essence, what we're saying is that you're using grant funds to pay for a certain number of students to take and complete the course and the students, in essence, then don't complete the course. And you have to consult your specific programs with respect to their regulations or requirements with respect to that. But in most instances, it would be up to the grantee to determine how they propose to handle that. 

We've had some grantees that -- we've had this situation in the past -- where they've come back to seek reimbursement for the total number of students, but, yet, only a handful have participated, in which case, we would not reimburse for those students who did not participate in the course.

There are some instances where, regardless of how many students participate, the vendor is paid for the full amount and it's up to the grantee to have the students in attendance. So I would recommend you consult your program officer for what would be deemed the correct interpretation of how you should handle that within your respective program.

And I think the second question, if you go down, the student takes books paid for by the grant during orientation and never shows up for class. That's sort of the same thing in a sense, but you're just talking about the books and the materials, the course materials, which are part of the cost and charged to the grant as well. So again, you'd have to consult your program officer and, or, your grant's program specialist in your department who is your contact person for the grant for the proper interpretation.

The university committee denies approval of a new program promised by the grantee. So the grantee in this case has applied for a grant for a program that later on, after the fact, the committee determines is not a program to go forward with. And so the grantee's received funds to implement this program for which the university is now saying they can't implement. So in that case, the grant's funds would lie dormant and would not be used and essentially would be referred back to the federal government when the grant expired. The lesson there would be to ensure that you get all approvals for the proposed grant program -- before you apply for the grant, to ensure, in essence, that everything you're applying for under the grant is approved. 
And again, from an internal control standpoint, that's making sure you have all the different signoffs and all of the different approvals for the program, even those that you may not necessarily think you would need to get, before you actually go forward with the grant.

And then, the last question. The administration does not enforce required training, training the grant provides making it difficult to recruit trainees. Yes, that's getting back to your first questions about individuals not completing the training that's under the grant and you're not having the proper procedures or penalties or controls in place to ensure that individuals do complete the program that the administration supports then. So again, that's something that you need to work on internally to ensure that you have the support of the administration, not only in terms of going forward with the program, but also for ensuring that individuals participate in the program and that if individuals do not participate in the program that there are consequences for that of some sort.

Yes and that's -- and five is, in university facilities, faculty participate in infusion training, but they're never infused. That's the same scenario, making sure that people do comply with the requirement to take the training and that they do -- they are -- it's made sure that they do attend the training and that if they don't that there's some sort of consequences associated with that.

Otis Wilson: Great. Thanks, Mark. Now, for our next question, ladies and gentlemen.

Mark Robinson:  When do we do our separate evaluations? Separate evaluations, again, really refer to the peer review process. In other words, you're having others outside of your normal chain take a look at the way in which things are being done. It can be peer reviews, separate evaluations or it could be just your normal external reviews by your auditors and so forth. It's really a control issue in that you're rather than reviewing yourself, you're having others come in and do an independent assessment or independent review in order to give you a -- for lack of a better term -- an unbiased view of the situation so that they can give you an honest assessment of where you are. So that's really what we mean by separate evaluations, that you're having somebody else come in and do that. And I think the list that we provided were peer reviews, the Department of Education --the US Department of Education and other auditors and so forth.
Otis Wilson:  Roger, that. Mark, moving right along, our next question is, our organization also receives NIH funds and after we complete our audit every year, we send a report to the Audit Clearing House for NIH. Where should audits be sent for the Department of Education? I have not been able to find the address in our notification of grant awards.
Mark Robinson:  Yes, they should also go to the Federal Audit Clearinghouse as well. All audits, particularly when you complete your audits, the single audits, they all should go to the Federal Audit Clearinghouse where they, then, review them for completeness and then eventually post them with a status of C, meaning that they're complete, so that's the sign that you have a complete audit. And again, the Clearinghouse, the Audit Clearinghouse, and anyone can go out there and take a look at it. It provides all of the single audits conducted for all of the entities that receive over $500,000 of grants each year. And it's a good source of not only information on your own sort of audits, but the audit situations from others. And it's sort of a good resource library for information on the results of audits.

Otis Wilson: Thanks. And this information should have been sent with your grant award notification. It can be identified in Attachment C, Attachment Charlie, which is OMB Circular

 A-133 and all that information.

Okay, Mark, your next question.

Mark Robinson:  The U.S. Department of Education should receive a copy of our annual audit report. Again, that should go to the Federal Audit Clearinghouse. We do have individuals in our audit group that receive a copy of it.

Tina Otter: Right, if there are any findings -- when it goes to the Federal Audit Clearinghouse, if there are findings involving Department of Education programs, the Federal Audit Clearinghouse sends a copy to the U.S. Department of Education.

Mark Robinson:  Thank you, Tina. That's Tina Otter, who's with our risk management group here as well. Thank you, Tina.

Tina Otter: Sure.

Otis Wilson: All right. And our next question. Mark mentioned an internal control checklist. Where can I find this?

Mark Robinson:  Right. If you look at the web links on the documents and the resources, if you go out to the Government Accountability Office and do a search on the term "control checklist," you'll get the actual link to that. In fact, I think we might actually have the actual link on that slide. But, in essence, that gives you a good checklist, or a list of items or questions that you could ask, for each one of the five areas of the five internal control standards, the control environment and so forth. And the idea is it gives you the kind of things that you would look at in conducting either a self-assessment or the kind of thing that you could give someone else to take a look at for you on your behalf.
And you could even enhance them by adding additional things that you might want to take a look at in terms of your self-assessment of the control environment, the control activities, the risk assessment and so forth. So I would encourage you to go out to that website and take a look at that list. It's a good source of information.

Otis Wilson:  All right. Now, for our next question. 

Can Title 3 coordinators use Title 3 funds to have other Title 3 coordinators to provide external evaluations?

Mark Robinson: Yeah, that question, I would refer you back to your program contact here with the Department for an answer to that. I think what you're asking is, could you use Title 3 funds to pay for the coordinators to do an external evaluation? And I would say that it probably would be -- if it was available, it would be under your administrative funds. But, again, check with your U. S. Department of Education program contact, which should be on your grant award notification for the specifics of whether or not that would be an appropriate use of funds under your grant.

Otis Wilson: And for our next question. My question is about records retention. How long should records be archived? Ten years from the date grant ends? 

Ten years is great, however, according to the Education Department's General Administrative Regulations, better known as EDGAR, three years -- three years unless the grant is under any type of litigation and then it's after the litigation is over. However, three years after the project period ends you should keep your records.

And, Mark, your next question. What are some of the factors one should consider in a grant handbook, i.e. Title 5 grant, what elements make the handbook credible?

Mark Robinson: I'm assuming that you're trying to develop a grant's handbook and just want to know what should the content of that be. And I think we have a grant handbook that's available. And I don't have the specific address, but if you --

Tina Otter: We can email them.

Mark Robinson: We can send that to you, I've been told. And so we'll make a note of that and we'll send you an example of our grant handbook that you can use as a guide for development of your own grant handbook as well.

Otis Wilson:  All right. Coming up with our next question. Mark, one of the measures identified for performance is the test results of students throughout the year. Do we need to retain these tests beyond the initial collection of data to determine performance results, and if so, for how long?

Mark Robinson:  Well, that's a really good question and that would really depend on what sort of longitudinal data regarding student performance that you'd like to keep. One of the things -- or the tenets of what they call these longitudinal data systems is the ability to maintain information on student performance and keep that information going forward for some period of time. So that you can not only measure improvements in performance over time for the student, but that you can also compare cohorts of students for the given period of time such that for say this year's third grade class in math versus next year's third grade period -- class in math. So the extent to which you would keep that data would be up to the organization in terms of how much information they wanted to keep in order to do longitudinal or trend analysis type studies going forward.
So as a control environment, from a control perspective, that would be one of the things you'd identify. How long do we keep documentation if -- I'm assuming it's electronic records, how long would you maintain your electronic records? And those are policy and control procedures that you'd have to have in place and define yourselves. That's a good question.
Otis Wilson: Thanks, Mark. And our next question. We've had federal audits -- federal funds audits before, but I feel our written procedures are weak. Do you have samples of written procedures so that we don't have to start from scratch?

Mark Robinson: We don't necessarily have any available directly, but indirectly, to the extent that you have other contacts who also receive federal funds, you might want to get in touch with them to see if, in fact, they have any procedures and also ask them, "Hey, by the way, how are your procedures working?  How are your audits coming out in terms of any issues or problems?" And if they look pretty good -- obviously, if they don't look good, you don't want to necessarily use theirs, but there may be other reasons why they're getting weak audits. 

But you may want to find people, other people who have audits -- or have procedures, but also have audits that look at their procedures and basically are saying that their procedures look pretty good. But I would suggest you could work through your -- either other federal grantees that you know of who are similar to you in terms of type of organization, so that the auditors are looking at the same things for both of you. But you also might want to contact your grant program contact here at the Department to see if they can refer you to anyone of a similar size and organization that could help you with this.

Otis Wilson: Moving right along. Mark, moving right along.
Mark Robinson: How can we receive financial training?

There are a variety of organizations out there that can do that. The Department also provides training. And we could probably refer you to that if -- I think we have your name and your email address -- so we can pass some of that on to you, some suggested sources for fiscal training.

Otis Wilson: And your next question, Mark. How involved should the board be with developing internal controls?

Mark Robinson:  Yes, I'm assuming you're referring to your board of directors at the university or your school board. Certainly, if there are regulations and policies that -- to the other person's question regarding the training, if there are policies and procedures that you would need support from the board in order to ensure that they are effective and implemented and have weight behind them, then to the extent that you involve the board or others in that process will help you on the back end when you have to implement and execute those policies and procedures. 

I think there was an example earlier where the person applied for a grant, but that even though they got the grant funds, that the program that they were trying to implement with part of those funds was not supported by the administration in terms of ensuring that the students who were to attend the courses, in fact, attended the courses and participated. So clearly having the board involved to assist you in enforcing those policies and controls and procedures would be helpful to you in the long run. Because then, in essence, you'd get policies where the board would put out something saying it's mandatory that you attend this training -- or if you're enrolled to do this training and you don't take it, or if you take the materials, you're subject to having to pay the money back or something like that. Or something along those lines. And certainly boards or boards of directors or policy boards can help you with the implementation and enforcement of the internal controls that you wish to implement. So I would encourage you to look into that.

Otis Wilson: Thank you. And for our next question. Ladies and gentlemen, we ask that you continue to take a look at the poll and if you haven't already, please complete the poll and we'll go over the poll results right after the question and answer session.

What is the best internal control process for providing prior review of proposed procurements? 

Mark Robinson:  Right. That's an excellent question. Obviously, in order to get access to prior procurements, you have to have a control in place which would require your procurement office to maintain copies. And, again, this is where we get into the issue of documentation, that they maintain copies of all of the various -- we call them artifacts that are associated with a prior procurement. Such that you can look at those materials and go back and look at, for example, lessons learned or where perhaps they went one direction and you got a result, you may want to choose to go to a different direction.
It's a good, good policy to always have documentation on procurement, your prior procurements including -- and that's from cradle to grave. In other words, the actual initial justification for why you needed the procurement all the way through all the various procurement documents or all the different proposal conferences to the actual contracts, the signed contract, the deliverables, reports on the progress of the contractor in terms of their performance, the closeout information , final wrap-up report on the performance of the contractor and anything else that would be associated with that. So keeping that sort of information would be helpful to serve as resource information for any future procurement. From an internal control process perspective, that's ensuring you have documentation of the various aspects of prior procurements.

Otis Wilson:  All right. Thanks, Mark. Take a look at our next question. Does the United States Department of Education require a phone log in order to monitor long distance phone card usage. If logs are not kept how would an auditor view this in an audit?

Mark Robinson:  I'm assuming that this is --well, for the Department, we keep records of long distance phone usage and in fact have the access to the phone records to keep track of that. But I'm assuming you're looking -- if the question is really based on what would the Department expect you to do as a grantee in terms of monitoring that sort of information, it would more than likely be a similar process.
If the logs are not kept, how would an auditor view this in an audit?  Well, the auditor might look at the expenditures on the grants or look at your financial system records and see that there's a lot of expenditure on telephones. So they might say there's lot of charges to the grant for telephone usage. Which might, if it's excessive, then they might want to dig into that further. And to the extent that there aren't any records demonstrating that, there might be a possibility that they would question those charges or the amount of those charges, which could result in questionable costs. They might look at what would be a reasonable number of charges for something like that or what's the historical charges. So, again, there's a lot of sort of ifs and factors involved in that, but you'd have to -- probably the safest way to do that would be to make sure you keep records of that as it pertains to trying to or looking to charge those to the audit.

Otis Wilson: Thanks, Mark. And ladies and gentlemen, we've had number of requests for the link for the discretionary grant handbook and as soon as we get that link, we're going to push it out to you so you can have the link. Thanks, Mark. And, Mark, your next question is populating now.

Let's get a real hard one for Mark. He's not working hard enough today. Mark, you're doing a fine job today.

We received invoices from our partner institution with no specific details about how funds expended. Our contract with the institution grants us the right to request details. Should we request these details as a matter of course?

Mark Robinson: Absolutely. The problem here is that -- what it sounds like is you received the funds as a grant award or as a sub-grant let's say. And then you provide these funds to others in support of your institution. Those individuals have a responsibility to provide that information to you so that you can, in essence, support the expenditures of the funds that you provide them. To the extent that you don't have that information, that potentially puts you in a risky situation if someone is to come in and inquire about how the funds are used. So, again, it gets back to this whole point of documentation. To the extent that you have sufficient documentation to demonstrate how those funds are used, that puts you in a better position when or if you happen to be audited. So I would say, by all means, you should request that they provide you the detail in terms of how they spent or are spending the funds that you provide them. That's a good question.
Otis Wilson:  Thanks, Mark. And your next question. 
Mark Robinson:  By the way, we're going to try to get to all of your questions, but where there are duplicate questions, hopefully what we're trying to do is to answer those as one question. So you may hear something that's similar to your question. And what we'll try to do is to in the interest of time to answer it in one lump question.

Otis Wilson: Yes, you have time for maybe about three more. 

Mark Robinson:  Okay.
Otis Wilson:  Next question, Mark. We are working on a policy and procedure for sub-recipient monitoring and are finding it to be a bigger task than anticipated. Where would you suggest we start to begin the process?

Mark Robinson: Well, the key here is that sub-recipients of federal funds essentially are required to provide similar sorts of information and reporting that you, as the grantee -- the prime grantee -- have to provide. So I would start with using your own policies and procedures with respect to what you have to do in terms of reporting as a basis for developing your sub-recipient monitoring protocols and guidelines and standards. Because in essence, things like time reporting, uses of funds, and so forth, those would be the same sort of policies that would apply to sub-recipients. Sub-recipients are responsible for managing and oversight of federal funds to the same degree that the recipient is. And they are subject to the same rules and regulations and guidelines that the grantee is. So I would start with your own policies and procedures as a basis and then sort of blow those out, if you will, or adapt them to the specific grantees -- or sub-grantees rather. But what you basically have to do for yourself is more or less similar to what will be required of them.

Otis Wilson: All right. Thanks, Mark. Let's take a look at some of these questions you have in the queue. What is the best practice method for certifying time and effort?

Mark Robinson: Well, I think we addressed this a little bit earlier, but I think the best approach is to make sure that all of the hours that an individual works are recorded and that, of course, the individuals certify and sign off on those hours. Time tracking takes many forms. I mean there are some organizations that actually require an individual to log specific time spent on projects. So for example, in the time system they might have -- you might have to allocate your hours based on particular projects, which within the financial system are tied back to cost centers or cost accounts. So you can literally drive the charges to the grants or to the program down to the individual labor hour level, if you wanted to do that.
What you find sometimes, is that you spend so much doing that, that you even have to open up another charge line to record the time that you're actually recording your time. So it all depends on the level of detail that you feel you need to get to as an organization in order to properly account for the hours and dollars spent. But, certainly at a minimum, regardless of which approach you take, there should be a signoff at the lowest level, which would be the employee followed by the next level supervisor and maybe even one level above that. But definitely at those two levels, you'd need signoff on that.

Otis Wilson: Copy that. Thank you. And we're looking at the queue, ladies and gentlemen, we haven't left you. We're still webcasting. Okay. Next question, Mark.

For auditing purposes, should the organization track time and effort reporting as a percentage breakdown adding up to 100% effort or should employees certify that efforts in an 8:00 a.m. to 5:00 p.m. format detailing activities, tasks completed throughout the day?

Mark Robinson: As I just mentioned, both of those would be applicable. Again, it all depends on how you wish to record your time. But for auditing purposes the breakdown, particularly if you're breaking their time across programs, should equal 100 percent. So, for example, if you've got them working on three different grant programs, the time that they spend on each grant program can't be more than 100 percent. And, again, as I mentioned on the previous response, to the extent that you want to break down their reporting by activities and tasks, that's okay to do that as well. It's just a matter of how complex and how complicated that might be for you. But certainly, tracking the hours across programs by percentage of time spent on that program, that would equal 100%. That's a perfect way to track that.

Otis Wilson: Okay. And your next question, ladies and gentlemen. Is there a website listing examples of best practices in reference to internal controls and discretionary grants?

Mark Robinson: Right. Well the websites that we gave you at the end of the presentation are -- for the Government Accountability Office -- are good in terms of providing internal controls from the federal government perspective. And so I would point you to that one. In terms of discretionary grants, again, we're going to push out the grants handbook, which I think is discretionary grants-focused, although there are some things in there that would be applicable to the formula, but it's primarily discretionary grants and we'll send that to you as well. So both those sources, the handbook and the GAO websites are good sources for that information.

Otis Wilson: Thanks, Mark. And moving right along, got time for just a few more questions. And your next question.

If the employee dedicates 100% of his time to the project, does he have to fill out the time and effort sheet? 

Mark Robinson: Yes, absolutely. Regardless of whether he splits time across programs or if he's working on one program, he has to fill out a time and effort sheet if it's a federal, particularly-- well just under any circumstances, it's a best practice to do that so that you can record what that employee is doing and what they're charging their time to. So the assumption is they're charging 100 percent of their time to that project, you have an idea of the level of effort that's being applied to that project and you can use that as a basis for comparing that to results and outcomes in progress on the project.
So let's say you have a project where you're not making much progress or very little is being done, but you've got someone charging 100 percent of their time to that project, that might beg the question, well what are you doing in terms of charging your time to this project and in terms of progress? How are those hours translating into progress in terms of the project? So a lot of this information is not only for recording purposes and documentation , but you can also use this information as a management tool too -- and in other ways as well. So that would just be one example.

Otis Wilson: Thanks, Mark. And coming down here to the waning moments of our webcast. All right. What if you have an employee under a grant who is not completing their project objectives?  Can you let the person go and replace them?

Mark Robinson: Absolutely. I mean you certainly could in the previous example or question that I just answered. I mean if someone's charging their time to the grant and there's not progress being made, then you can certainly replace that person. Of course, you have to weigh that in terms of the role that that person should or should not be playing -- -- the role that that person should be playing on the grant. And to the extent to which it would take time to replace that person, you need to sort of weight those things as well. But certainly if someone's charging time to a grant and not performing, then you need to replace them as quickly as possible. 

Otis Wilson: Regarding regular ongoing audits, can an audit ever become delayed enough that it could impact continued project funding of future project years, in essence, effectively stopping project funding ?

Mark Robinson: That's a good question. I'll just say it depends. Audits have to be conducted annually. To the extent that a grantee continues to receive federal funds, but yet has not had a single audit or is not up to date on their single audits, that's a serious issue and can result in the granting agency in the case of possibly the Department of Education, but it could be any federal granting agency, could result in a granting agency in essence stopping the project or taking other measures such as putting special conditions on the grant or even having a special condition on the grant where the entity would have to have their funds managed by a fiduciary or something along those lines. The fact that you're behind in audits or the entity would be behind in audits speaks to a certain extent a lack of proper financial management, which is a key provision to receive the grant in the first place. There's an attestation that, in essence, the entity is fiscally sound as a requirement to receive the grant. So falling behind on audits is not good for whatever reason.
Otis Wilson: Thanks, Mark. And I believe we have time, Mark, for just one more and then we'll proceed to close. Just one more question.

Mark Robinson: And let's see if we can find a good one here. These are all great questions and we certainly appreciate your input. We're just trying to find that one last good one. Okay. We got a lot of requests for the handbook, which is good. We'll try to send this out basically to everybody, I think.

The location for the internal control checklist is out on the gao.gov -- www.gao.gov and if you do a search on "internal control checklist," you'll be able to get a copy of it from there.

Let's do one more. One last quick one.

Otis Wilson: One last one for Mark.

Tina Otter: I just put out the handbook URL.
Otis Wilson: And just pushed out the URL for the handbook. Thank you very much, Tina. And you click that link and you'll have our handbook at your disposal.

And, Mark, your next question?  

Otis Wilson: While glancing through the self-assessment tool, mention is made of frequency of drawdowns. Is it appropriate to draw down funds when the items have been submitted but not expended to our accounts payable office? This causes a delay in the drawdowns which in turn has caused admonition from the program officer of the project.

Mark Robinson: Okay. I'm assuming -- and again this is an internal control issue as it relates to another principle of cash management. Appropriate to drawdown funds -- you can only draw down the funds when you've actually incurred the obligation. So the fact that you have ordered the goods and so forth, you cannot draw federal funds down until you've actually incurred the encumbrance or the obligation. Which I'm assuming you -- and the questions refer to that as expensed. So the items have been submitted for purchase, but they've not been expensed. So they haven't actually been charged to the grant. And until they're charged to the grant -- so you may have already received delivery of the goods and they would then be charged to the grant. I'm not quite sure of all of the details here. But the only thing I wanted to point out here is that in terms of federal funds, you cannot draw the funds down until you've actually incurred an obligation or an encumbrance in terms of a bill or an invoice for those services. It's only until that time that you can then draw the federal funds down, because the funds have to be drawn and paid out within a fairly short amount of time. So anything drawn down prior to your having an encumbrance is a violation of cash management principles. And that's another webinar for another day. In fact, we did that webinar a couple of months ago. So, if you'd like to, if you go out to our ed.gov website, you can go out to the Recovery Act presentation that Otis mentioned and we have a presentation out there on cash management. 

Otis Wilson: We certainly appreciate it, Mark. And, Mark, we certainly appreciate your clarifying information and responses that you shared, particularly with answering the questions.

Ladies and gentlemen, we thank you for your thought provoking questions. If your questions were not answered or you require additional information, please contact your ED program contact listed in block 3 of your grant award notification.

Now, let's take a look at the results of the poll today. And here are your results for today's poll, Mark.

Mark Robinson: Very good. We have almost 20% of you that have internal controls that are best practice worthy. We have more than 55% of you, slightly over that that say you have very good controls. And roughly, let's see, 25% of you are -- with adequate to ineffective controls.
And so the only thing we would say to this; we appreciate your candor and your openness on this. All we would say to you is that hopefully this webinar has provided you some good ideas and will provide you, through the links we give you, with some good information that will help you to -- more of you to bring those controls up to best practice worthy. But it's good to know that all of you, or the vast majority of you, have good, strong, sound internal controls in place.

So we thank you for participating in that survey. Appreciate that. Thank you.

Otis Wilson: Yes, sir. And thanks again for your participation. For more information, please do not hesitate to contact your ED program officer. 

Please take a moment, ladies and gentlemen, to give us your feedback on the evaluation form. Your feedback is very important. We use it to enhance future presentations based upon your comments.

Thanks, Mark, for presenting this very timely, instructive and most informative information on this particular topic.  

Most importantly, ladies and gentlemen, we thank you, our listening audience for joining us. Thanks again for tuning in and we look forward to having you join us next time. On behalf of Mark Robinson, Tina Otter, I am Otis Wilson at the United States Department of Education, we are signing off. 

