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Coordinator:
Welcome and thank you for standing by. All participants are in a listen-only mode for today’s conference. The conference is being recorded. If you have any objections you may disconnect at this time.

I would like to turn the conference over to Mr. David Cattin. You may begin.
David Cattin:
Good afternoon or good morning depending on where in the world you are. Welcome to today’s U.S. Department of Education Recovery Act Technical Assistance Web Conference. This is the eighth in our series and today’s topic is internal controls.

My name is David Cattin and today I have the honor of being not only your moderator, but one of your presenters. Joining me is my colleague Mark Robinson. Mark is a Systems Analyst with the Risk Management Service in the Office of the Secretary.

I do want to remind you that all of our Webinars have been archived on our Web site “www.ed.gov”, under the ED Recovery Act button. From there you’ll also find many other links to important Recovery Act information. We also have instituted an evaluation form that we hope you complete following the presentation. We want to know if we’re meeting your needs with each Webinar and also if there are topics you would like us to cover in the future. The link to the evaluation form is through our ED website, in the “Recovery Act Web Conference” section.

A couple of housekeeping issues before we begin the technical session. If you have not brought up the questions-and-answers box, look for the Q&A tab at the top left and click on it. When the box opens drag it to the side of your screen so that you can still see the slides. Whenever you have a question then just type it in the box and hit “ask”. Upon receipt of your question you’ll receive an acknowledgment from us. You won’t be able to ask another question until you have heard from us. As soon as you have though, you’re free to type in another question.

Also you can download the slides and print them to take notes on now or to review later if you prefer. Look up near the top right for an icon that looks like three little pieces of paper. Click on this to access the slides to download. If you have any technical problems with the site during the event, please go ahead and submit those using the question feature as well and we’ll get in touch with you.

With that let’s turn to today’s topic, internal control. Our first slide here - with this what I’d like to point out is that the concept of internal control is not anything new or different. It’s still based on the requirements that have always applied to federal grant funds. What we want to do today is help you understand the importance of this concept in the management and oversight of your Recovery Act funds.

We hope as well to give you some things to think about and some tools that you can use to do a self assessment of your organization’s existing internal controls. Sometimes long-standing processes evolve resulting in initially correct procedures becoming skewed to the point of becoming no longer effective. That’s why it’s good periodically to step back and re-assess the ways you’ve been doing things to ensure that you haven’t strayed from any applicable requirements.

A little change here and there in the way things are done over a few years could result, in the case of internal controls, in a vulnerability that you’d rather avoid. You don’t want to have the false sense of security that just because you’ve always done something a certain way that it’s still the right way.

Our learning objectives today, hopefully by the end of our presentation you’ll be able to explain what internal controls are and their benefits, to identify who does what, to explain how internal controls relate to grant program objectives, to list the key components or standards in the internal control process and to identify some tools you can use to help you discover any deficiencies and weaknesses rather that might have crept into your system.

You might think that identifying who does what would easily work itself out by virtue of either staff titles or perhaps the office that someone works in. Reality though is not necessarily that cut and dry. It’s important that roles and responsibilities be identified and clearly communicated to everyone. So that later you’re not playing a game of “I thought you were going to do that?”

What you see on this slide is your text book definition of internal control. The bottom line here is that a system of internal control will help you achieve successful results via effective stewardship of federal dollars. With the unprecedented amounts of recovery funds being used this becomes ever more important, since the use of these funds will be very closely tracked and available to the public via the Web site “www.recovery.gov”.

Where did this come from? Well the Federal Managers Financial Integrity Act or FMFIA - You know we love to pronounce our acronyms in the government - amended the Accounting and Auditing Act of 1950 to require ongoing evaluations and reports of the adequacy of the systems of internal accounting and administrative control of each executive agency. And if that sounded a little canned, it was, because I took the direct quote.

Along with that starting point the OMB Circular A-123 and GAO publications listed on the slide provide further guidance and bring us up to the present. If you’re not familiar with these or need a refresher we have included URLs for each of them at the end of the presentation.

You may want to especially note the self assessment tool. This is what I referred earlier that you can use to determine how well your internal control is - system is designed and functioning - and help you determine what, where and how improvements, when needed, may be implemented.

Who’s responsible? Looking at this list I think you would agree it’s just about everybody, especially anyone who has the potential to affect an organization’s missions, goals and objectives. This would also be a good checklist of the areas for you to look at when you go back and review your existing systems and processes to ensure that everything is in place and the bad practices have not inadvertently crept in.

Some people are surprised when they see security on the list, but their role is certainly as important as any of the others. Let’s say security is making their rounds late one night and discovers on a desk in an unlocked room a batch of signed blank checks ready to be sent out. Not a good scenario. I think you can all see where it could lead.

If you look at the quote that I’ve included at the bottom of this slide it came from an actual internal control review report. You’ll see that the list of responsible parties that I noted is in fact confirmed here. The quote states that it is in fact every user’s responsibility.

A couple of other things that struck me in this quote worth pointing out is that it is in fact management’s job to facilitate this and the second point is that they go so far as to suggest that security in particular, beyond those employees identified as such, is in fact everyone’s job. And I don’t think that’s a bad approach at all. Whoever finds that unlocked door should understand what needs to be done about it, who gets notified, reports to be filed, etcetera.

When do you utilize internal control rather? All of the time basically, notice in the quote from this same city audit report, as the organization evolves - in other words things change and our methods for dealing with that change need to keep up. Remember also that this not a stand alone issue or one that’s “bolted on” after the fact, but rather it’s a system built into the overall management process that’s used to guide your operations.

So why internal control? We’ve talked about who, what and when. Let’s talk about why. The bottom line is again, effective stewardship of federal funds. Safeguarding assets and detecting and preventing fraud ensures the integrity and continuity of funded grant programs. Successful outcomes are always a major concern of Congress, as well as the grant making agencies.

Internal control is in fact an integral part of this process and goes a long way to ensure the programs continue. The quote here backs this up; risks that were identified that, having not been identified and in fact resolved, could clearly have disastrous effects on program results and ultimately erode the public trust in these very important programs.

What can happen if a good system of internal control is not in place? I took a common finding here that happens in states and that are noted often in single audits. It’s not necessarily unique to states however. This finding can occur in any type of grant setting. What I do want to highlight is the recommendation and the outcome. While returning money is one part of the acceptable resolution, such a mistake can still result in a grant then being considered high risk.

Sometimes other special conditions, as we call them, may be imposed at the discretion of the grant making agency. Either of these situations tends to result in the grant’s management being more complicated than it would be otherwise, causing the grantee to have to expend extra effort and possibly extra funds and detracting from their core mission; things that would not have happened had the grantee maintained full compliance with the requirements of the grantor.

School district findings. As you can see on this slide, all of the violations that happen or can happen.  We’re working at ED, as well as you, to make sure that they don’t happen via a good system of internal controls.  The outcome if these violations were to happen is something I think we’d all rather not experience. Again the point is simply that good internal controls provide a reasonable assurance that none of these unpleasant outcomes would have to happen.

On this slide, mandatory OIG reporting. This is something that is specifically attached to your ARRA funding. You need to report fraud or abuse involving any Recovery Act funds to the Education Department’s Inspector General. And you see at the bottom right corner of the slide we have included three ways that this type of activity can be recorded, toll free phone number, an email address or faxed information. That is something new and linked specifically to ARRA. Just please be sure that you share that with everyone involved in your entity that would need to be aware.

Transparency and accountability, this is in reference to the Federal Funding Accountability and Transparency Act of 2006. In lieu of pronouncing the acronym this time we prefer just to call it Transparency Act. This act requires that specific details regarding each entity receiving federal funding be made available. “USAspending.gov” fulfils the requirement to provide the public with a single searchable Web site to obtain this information.

Transparency and accountability in using public resources are key to this governing process. The five “E” words on the slide all come into play to help achieve desired results. These five approaches or possibly ways of doing business all help both grantees and sub-grantees improve program performance and operations and ultimately ensure the integrity of these important programs.

Let me remind you at this time you can submit your questions anytime you’re ready. I’ll turn the mic over right now to Mark who will discuss the standards of internal controls.
Mark Robinson:
Thank you, David. We are now going to look at internal control in more detail as we discuss each of the five standards for internal control developed by the United States General Accountability Office or GAO.

It is said, a picture says a thousand words and that is clearly the case here, as the diagram depicts the concept that each of the controls builds upon or intersects with the others, beginning with the Control Environment as the foundation for all of the controls.

The Control Environment provides guidelines for setting the correct tone in an organization with respect to following rules and regulations. Without a proper Control Environment one can conclude that an organization lacks a culture of values and accountability and therefore is potentially subject to chaos in compliance with rules and regulations, both internal and external to the organization.

The origin for a proper Control Environment is the leadership and management within an organization. The values expressed from the top impact the attitudes of everyone else. For example accountability for non-compliance with an organization’s rules and regulations, followed by appropriate consequences, is essential for establishing the correct tone. Similarly a commitment to competence supported by appropriate knowledge and skills training helps to minimize problems and ensure that each member of the team is able to carry out their responsibilities effectively.

A simple way to summarize all of this is to say the presence of a good Control Environment usually means more than likely folks are doing the right things, where as the presence of a bad Control Environment usually means they may not be, resulting in a potentially significant impact on the organization’s effectiveness, efficiency and mission focus.

Examples of assessment factors for the Control Environment are shown here. For example you may want to take a look at a factor of integrity and ethical values. An example here would be are violators of codes of conduct or policies and procedures disciplined?  Are their consequences for not maintaining a proper level of integrity and ethical values within an organization?

Commitments to competence; do employees receive candid constructive feedback on their performance to ensure that again they are doing the right things. Delegation of authority and responsibility; are the delegations within an organization appropriate? With an increase in delegations does the management monitor the results?   And one that we like to focus on here in the government in particular, the relationship with oversight agencies. An example of this would be does the agency maintain close, good working relationships with oversight bodies, in our case including congress?

These are just a few examples of the factors for consideration when conducting an assessment of an organization’s Control Environment. Note that at the end of this briefing, links to various Web sites, including the link to the GAO internal controls check list tools with the evaluation factors for each of the internal control standards will be provided for your use.

With a sound Control Environment in place an assessment of potential risk to your organization would be the next step. Risk Assessment is the identification and analysis of potential risk associated with achieving objectives. Risks from both internal and external sources, both entity wide and at the activity level. Methods and sources for the assessment may include qualitative and quantitative ranking activities, forecasting, strategic planning and findings from audits and other types of reviews. Management conferences and briefings are other good sources for input factors for risk assessment.

As risks are identified they are analyzed for their possible impact. How likely is it to happen? And if it does how significant would it be? In assessing risk one might also ask similar questions to the following: What could go wrong? How could we as an organization fail? What must go right for our organization to succeed? Where are we vulnerable as an organization both internally and externally? What assets do we need to protect, such as information systems, physical assets such as buildings, or soft assets such as intellectual property?

And then we have liquid assets such as money for example or assets with alternative uses such as cell phones and computers. How could someone steal from the organization? And how could someone disrupt our operations? This is a very relevant issue in our current times here, given all of the various concerns over terrorists and external attacks. A very relevant example here is a denial of service disruption from an external or even internal attack on an organization’s computer network resulting in a slow down or possible shut down of the use of the network and systems within an organization.

Who among us in this day and age can afford to go for any period of time without the use of or access to our mission critical information systems? There are many other questions one could ask when conducting a risk assessment. Keep in mind that as regulatory and operating changes occur you will want to assess your risk identification and risk analysis methods, making any necessary adjustments to ensure that they are kept in sync and continue to be effective.

This slide shows additional sources for input factors for risk assessment. Some of the best ideas for factors to consider come from opportunities to interact with others and to share “war stories” during conferences and other meetings.

Long range planning activities are also a good source for insight into potential risks that may be coming your way in the future, as well as providing an opportunity to develop strategies for addressing them early on. We also recommend that you mine your audits and any other documents or reports you might have for information and potential risks.

Once you have assessed your risks you should consider the best approach to managing them. This also might mean you simply accept the risk, as the likelihood of the risk occurring and the impact if it does are both low.

Keep in mind that the cost of implementing a risk mitigation approach should also be considered. In other words if the cost to implement the mitigation approach is near to or exceeds the cost of the risk to be avoided it may be more prudent to simply accept the risk. However the more likely the risk and the higher the impact of the risk on your organization should it occur, you probably want to develop some form of risk mitigation approach.

The risk management or mitigation process does not end here. The risks are dynamic and they evolve, change, or even disappear over time. As such a periodic reevaluation of risk and a corresponding reevaluation of the effectiveness of risk mitigation mechanisms or control activities is required.

Control Activities are used to enforce policies, procedures and management’s directives to help ensure that risks are addressed. All levels of an organization and points within its operational processes have some form of control activities.

This slide shows examples of various control activities, including acquiring the proper approvals from the proper person, such as purchases or leaves of absence, acquiring the proper authorization to use an asset, such as the use of a company car or cell phone, verification of identity with a user ID and password when logging on to a computer system, the reconciliation of expenditures or bills, independent checks on performance such as ensuring contractors are performing to the terms of the contract, access controls to certain areas of a facility, recording and documenting financial transactions.

Other control activity examples are listed here, just to refer to a few of these. General information or general application of the control activities would be to ensure that you have policies and procedures in place that are relevant and effective.

With respect to human capital management you’d want to make sure that you have written job descriptions and that employees are supervised or that there is a clear chain of command as to how they are to be supervised and managed.

A physical control over vulnerable assets - I spoke of this a little bit earlier - would be - an example of this would be to ensure that valuable assets are secured in locked areas and that you have things like sprinkler systems or other protective measures in place, video cameras for sensitive areas and the like.

Segregation of duties would be another activity that you would focus on to ensure the key duties of authorization, record keeping and the custody of those records are all properly kept separate.

And of course documentation is a key and critical control activity and one that we stress and emphasize very much. Examples in this area would be timesheets; making sure you have proper certification and that proper individuals are signing off on them and that you do have those timesheets available, as well as documentation of asset records for property management purposes and records. So in other words, who, what, when and why is documented and it’s also as I said available to others, particularly auditors when they come in to look at some of this information.

Control activities can also be categorized into three types based on the timing of risk events. Preventative control activities are intended to anticipate a risk occurrence well before it happens and to deter it from happening. Detective control activities are intended to help identify undetected risks that may be present in an organization. An example would be the embezzlement or redirection of funds for unintended purposes.

As was so painfully illustrated in the recent Ponzi scheme perpetrated by Bernard Madoff, the lack of preventative or detective controls can result in extremely unfortunate outcomes, resulting in the need to implement corrective control activities. Unfortunately these activities are implemented only after a risk has been realized and can be described as reacting to an event where as the previous two types of activities could be considered more proactive in identifying risks.

The real lesson here for all of us is to ensure that we do a much better job to be in a proactive position versus a reactive position when it comes to addressing risk control activities.

The information and communication internal control standard is unique among all of these standards in that it impacts all other internal control standards. This makes sense as the availability of information and the communication of such is an essential aspect of all controls. Any organization is most effective when it is able to disseminate information and effectively communicate that information both internally and externally.

Examples of the types of information most organizations need to communicate to others include performance data as a means to demonstrate to others, including oversight groups, the status of progress towards an organization’s mission and vision.

Operational data as a means to demonstrate to others an organization’s compliance with laws and regulations, and financial data as a means to communicate to others, including oversight groups as well as auditors, financial statements, budget reports and other accounting based data.

Many of you recently provided information to the government on your Recovery Act expenditures through the Section 1512 reports. Another example would be the department’s efforts to provide information and guidance on the Recovery Act programs and communicating this information to grantees through vehicles such as the Webinars the department has provided and our communications with you via email, letters, teleconferences and site visits.

There are many approaches to conveying information. Performance management systems help track progress towards an achievement of organization goals and objectives. Information systems of many types, such as financial, human resources, procurement and property and grants management also provide useful, organizational information. Policy and procedures manuals convey information to employees with respect to the regulations and guidelines they should adhere to. Management directives are another way to provide immediate and changing directives to staff.

Memos and emails; we’re all very familiar with.  An organization’s Internet and Intranet provides a means to communicate externally, as well as internally between organizations or within an organization. Speeches and briefings such as this Webinar are a very useful means of conveying information and communicating with our community. And of course what we like to consider the greatest form of communication known to man or womankind is of course the grapevine, which as you know is perhaps the most exploited mechanism for conveying information whether it is true or false in any organization.

And as many of you know the grapevine in many instances supersedes all of the other communication mechanisms that I just spoke to. As such it can be a mechanism to convey inaccurate information and it can also be leveraged depending on how managers and supervisors wish to approach it. It can be leveraged to convey useful information on expectations that would far exceed the communications mechanisms I indicated above, so I wanted to highlight that one in particular, because as we all know it can be a very powerful tool.

Other factors and considerations for effective information and communication flow are internal meetings and reports, such as financial statements and prospectus information on operational performance. It’s very critical that information is distributed to the right people at the right time. Who among us has either received information too late, or the information’s been conveyed to the wrong people, in order to take the appropriate action on a timely basis.

Effective internal communications via formal and informal meetings and memorandum, effective external communications to stakeholders, oversight bodies and other interested parties and another thing to keep in mind is we have diverse organizational information systems, some of which I mentioned previously such as emails, LISTSERVs and blogs and forums to increase the ability for effective information flow throughout an organization.

So there’s many other ways in which communication can be provided and it’s important for you to be familiar and comfortable with using all of them, particularly in this day and age.

As risks - after risks have been identified and you have determined an appropriate risk mitigation approach or control activity your work’s not done, unfortunately. Monitoring is a critical ongoing process designed to ensure that risks are identified in a timely fashion and quickly resolved. Monitoring also provides a means of continual assessment of the effectiveness of control activities.

As time goes by identified risks may change or even disappear, requiring adjustments to the control activities previously implemented to address them. The Association of Government Accountants Partnership for Intergovernmental Management and Accountability has two monitoring tools that you might find helpful for monitoring and assessing risks. A link to these publications is included on the resources slide at the end.

“Monitoring is an ongoing activity” is a key point we want to make here. Examples of monitoring activities include monitoring of grantees by reviewing and using the single audit reports to help assess grantee performance. This is a key element that we use here at the department and we would encourage you to take advantage of this information to also do the same with respect to your operations.

Monitoring contractor performance against terms and conditions of a contract.  Contract oversight is a very important thing you need to consider particularly as it relates to the ARRA funds and the awarding of those funds through contracts. Monitoring cell phones or purchase, travel or phone cards for inappropriate use is another key aspect of monitoring activities.

Evaluations can take place with respect to your monitoring activities. Monitoring activities can also involve various kinds of evaluations of performance or compliance by others beyond your organization, such as of course the U.S. Department of Education. Our program offices do a wide variety of monitoring activities. Financial statement auditors; you’re familiar with the role that they play in monitoring your fiscal health.

Peer reviews; this is a somewhat underutilized monitoring tool where in essence you can have others who are familiar with your discipline or other organizations that are similar to yours, come in and also review and critique your operations, as well as you can do the same for them.

Inspector general and public auditor reports are also very helpful. Believe it or not the information they provide while sometimes it seems somewhat onerous, it can be a useful source of identifying potential problems and even risks that will help you increase your operational effectiveness and efficiency.

Management control reviews can also be conducted by independent entities as well. You have the opportunity to hire others to come in and to in essence evaluate the effectiveness of your management and controls and procedures and policies.

It is important that as risk and other problems are identified during the monitoring process immediate steps are taken to develop approaches to resolving them. As mentioned during the discussion of control activities taking a proactive approach to resolving findings ultimately will help contribute to improving the operational performance of your organization.

At this time I’ll now turn the presentation back over to David for the recap and conclusion of today’s Webinar. David?
David Cattin:
Thank you, Mark. I want to remind everyone you can continue to submit any questions you have while we finish up the technical portion of the presentation. They’ll be added to the queue and we’ll get to those in just a minute.

While you heard a great deal of information and there was a fair amount of detail to say the least regarding internal control, the recap I think can be fairly succinct here. Who’s involved in this important process? Everyone. What happens? Well it’s procedures that you put in place at all times throughout your entity to avoid problems, bottom line to achieve results.

We have a couple slides here with the resource documents that we have mentioned a couple of different times. These are things that we used to prepare the presentation, but we thought as well some of you might be interested in finding these later on if either you want to read a little bit more about the topic or have other questions. We have one slide with them and a second one that lists the monitoring tools we’ve mentioned a couple times.

Your ARRA specific contact information is listed here on this slide. It might appear a little small to your eye when you’re looking at it right now on your screens. Printing it out should be able to - you should be able to see it very clearly.

At this point we’ll take any questions that you have. Making sure we don’t have any technical problems here. I don’t know if we have any questions right yet or not. You can still type them in at any point.

And as we mentioned internal control is something that’s been around a long time. It is neither new nor unique to these Recovery dollars. If you have another question about the ARRA monies, we do have some very good people in the room with us who can get you some answers and information. The reporting process has begun. You might have a question on that perhaps.

All right we do seem to have had a little bit of a technical glitch here. I’m able to see some questions that have come in now. So thanks to those of you who have sent them in.

Bear with us one second. We’re still finding them a little difficult to see here. Very nice. Thank you for your efforts and that is appreciated as well. Like I said we do like to know if something didn’t work for you as well, but a pat on the back is always nice.

All right let’s try this one. Can you identify specific internal control components that federal auditors will be testing when auditing I guess you’re saying specifically ARRA funds. Well after I’ve read the question, hopefully loudly, clearly and slowly enough for us all to absorb it, there may be a few seconds of silence here in the room while we identify which of our experts is in the best position to answer it. Mark, you have something to say about that one?
Mark Robinson:
Yes, normally the auditors - when they come to do the A-133 audits they utilize information among other sources in what’s called the compliance supplement, which is referred to as the yellow book. And I believe that’s available out on the Web site if you just type in compliance supplement, federal compliance supplement that would be one good source for information on what they might be looking at in general.

I believe the - with respect to the ARRA audits the approach is going to be to look at many of the same things that are always looked at with respect to the A-133 audits, the single audits. Another source of information would be to look at the General Accountability Office’s Web site. There may be some information out there with respect to recent audit work that they’ve done on ARRA. I know that they do a quarterly review of ARRA activities and provide a quarterly report. That might be a useful source for you to get a sense of the types of things that they’re looking at in order to better prepare with respect to the focus areas.

One area in particular that they’re looking at quite extensively is cash management and you may want to focus on that in particular as one of many areas that you should look at with respect to the audit work that they do. Also contracting and ensuring that proper - the contracts are awarded under the ARRA funds according to the guidelines that the Office of Management and Budget has put out.

OMB also has a lot of guidance on their Website -- Office of Management and Budget in the U.S. government -- would also be helpful in terms of requirements that have to be met for the ARRA funds and therefore conversely with the things that would be possible sources for audits as well, so several items that you may want to consider as you prepare.
David Cattin:
All right. Thanks, Mark. We have - I thought we had a questions about the mandatory fraud reporting slide. Like I said, we seem to be having some technical gremlins today. I believe the question was regarding the slide where I said there was now the unique requirement that if you have ARRA funding you are to promptly refer - I’m reporting from the slide here - promptly refer to the inspector general, in this case, Department of Education.


That’s who we’ve been discussing today, the appropriate inspector general, any credible evidence that a principal, employee, agent, contractor, sub-grantee, subcontractor or other person has submitted a false claim. Make sure we get back to that question here.
Cynthia Brown:
The question was should they keep it in their - include it in their application?
David Cattin:
Right. Thank you. I was coming back to - my colleague Cynthia is helping me out here. Should you put that fact in your application for materials and information and - feel free to speak up. Like I said we have a number of experts here in the room, so you may hear some other voices.
Cynthia Brown:
I don’t know if it was required for the OMB guidance, that it is in the applications that you certainly should disseminate that information to your sub recipients and via Word document for the application document for some sort of information. It’s a really important fraud protection tip available to you to make sure that your sub-recipients have that OIG hotline information.
David Cattin:
Thank you.
Mark Robinson:
This is Mark Robinson again. I saw a question here related to the response I just gave. It’s “During ARRA audits, will State Fiscal Stabilization Funds be subject to cash management rules?” And the answer is yes. As I indicated in my previous response, GAO has already done a lot of work in several states with respect to looking at cash management.


So you may as a reference go and look at those reports out on “gao.gov” to kind of get a sense of what they are seeing and what they’re finding with respect to looking at cash management and the issues they’re coming across. This may help you with respect to your activities in this area.
David Cattin:
All right. Thanks. We have had a question here asking me to show the previous slide with the links to where I guess the URLs were where you can access these handouts. There were a couple of different slides here. There’s the ARRA contact information that you see here and then the resource documents if that’s what you’re referring to - were Slides 36 showing here and 37.

If perhaps - if you tuned in a little late, I explained at the beginning that you can download the slides from the tab at the top of your screen there. If you have continued difficulties with that though you can contact any of us and we’ll be sure to get you a set at any point. If you still have additional questions or that was not the slide that you wanted me to revisit just let us know and we’ll get back to you.

It looks like a few additional questions have come in. Let me find one we have not asked yet. I think we have not addressed this one. Is there going to be a special audit in addition to the single audit for ARRA funds? We’re looking at each other thinking about that.
Mark Robinson:
We - this is Mark Robinson. We know that GAO is doing a lot of work in the field now as well as our own inspector general’s office and perhaps some of the inspector general offices from other agencies that are also providing ARRA funds.

So the best response here would be that there may or may not be additional audits performed with respect to the ARRA funds, but certainly there is the possibility that there may be. Again many of you - GAO may already be in your states doing some work. The best response here is you should be prepared as best you can to provide whatever information the oversight agencies may request. As well as what you would normally provide in the single audits.
David Cattin:
Thanks, Mark. There’s a question here regarding the very important aspect of communication. Should the business manager of a district be responsible for getting out this information to his business staff? And I’ve got a thought or two and I’ll certainly let my colleagues chime in with anything more technical.

We often find a situation where - to put it quite simply, everybody doesn’t talk to each other and this matter of internal control with the one example I had - everyone needs to understand the process and where anything could fall through the cracks and what you do about it if it does. So if it’s simply most efficient for you to have the business manager, because he or she already has a good email list and that’s an easy way, but just make sure you don’t leave anybody out would be my initial response to it. Anything else from my colleagues?
Mark Robinson:
This is Mark Robinson again. In some instances or pretty much in most instances the information is flowing from the Department to the State Education Agency and to the Governor’s Office where the Stabilization funds - a lot of them are also going there. Those agencies within each state should be flowing the information down to the districts. We understand that sometimes that’s mixed; that there is in some instances a good information flow to the districts.

Some cases it may not be and in some cases it’s just a matter of timing simply because of the number of districts the state may have. What we would suggest is that to the extent possible that you monitor our Web site, “ed.gov” for any additional items that may come forward. You should also monitor the OMB’s Web site for additional guidance, as well as GAO’s for any information that may be coming down the line.

And to the extent you can stay in close contact with your state business offices rather than waiting for them to contact you. Be a little more proactive and actually contact them on a periodic basis just to inquire if there’s anything that’s coming down the pike. So that’s probably the best way to ensure that you’re getting the most up to date information.

Again with respect to internal controls, getting the right information to the right people at the right time, and so certainly this would be a case where that would be critical.
Cynthia Brown:
This is Cynthia. I have one more suggestion. The question asked whether the Business Office - officer should get the information down to the business office staff. Another disconnect that we see probably more often is that the program grant management staff and the business officers don’t have a lot of communication, but the program managers understand how to manage a rehabilitation or education program, but don’t understand internal controls.

So it’s very important for the business officers to create a relationship with their grant staff, so that the grant staff are empowered to do their part of internal controls. For example the business office may collect the time and attendance certification, but the program staff has to remember to fill them out and keep them up to date. And they need to understand when they can do certification and when they have to actually keep track of their time. So that creates, you know, a partnership between the business office and the grant staff to make that internal control work.
David Cattin:
All right. Thanks to both of my colleagues. Actually if any of you have done a presentation you know that things go through several versions and this is no different. I had a slide at one point talking about communication and I had a visual that showed arrows going in the four compass directions suggesting that communication needs to be not only side to side from peers within an entity, but from the bottom up and from the top down. So if you get the information more than once just so much the better. Better than any - leaving you out all together and missing out on it.

We have a different question here now. “During ARRA audits will State Fiscal Stabilization Funds...”
Mark Robinson:
(Unintelligible).
David Cattin:
We did that one already, that’s right. Thank you, Mark. You read that one.
Mark Robinson:
The answer is yes.
David Cattin:
The answer was yes, all right. It’s subject to the cash management rules. A lengthy one here; “In a footnote to a recent OIG audit, parenthesis (FN6), the OIG referenced August 2009 guidance ED, that’s us the Education Department, released on ARRA monitoring of some recipients, but the guidance does not appear to be on the Web site. Is it publicly available?”
Cynthia Brown:
We will have to look into that and we can put the answer to that up with the slides when we archive the slides. I’m not familiar with this.
David Cattin:
All right, yes. We’ll be looking into that.  “Is effort certification required for State Fiscal Stabilization Funds?”
Cynthia Brown:
It depends on if it’s government services or the education services fund and also how those funds are being used. We would like to refer you to the Program Office, the Office of Elementary and Secondary Education at the email that’s on the slide to ask about your specific uses of funds and under which program, so that you can get the proper answer to that question.
David Cattin:
All right. Thanks, (unintelligible). Another long one here; “Does ED plan on issuing any guidance restricting the purchase of gift cards with federal funds?  We have been asked if they can be used for program participant incentives in lieu of trophies and backpacks for example. This seems like a high risk area where strict internal control should be established.”
Mark Robinson:
That’s a very good question and concern. Yeah, that is a - would be a potential area for potential misuse. The question here I think is whether or not gift cards would be a permissible use of the - I’m assuming these would be the ARRA funds that you’re referring to or any federal funds.
Cynthia Brown:
It’s possible, but unlikely – it would depend on the program.
Mark Robinson:
In some instances programs do allow for the purchases of trophies and back packs and other awards. We’ve seen that in the past, but we’re not sure that would be the case here. We suggest that you consult your program contacts to ensure that the specific regulations within that particular program would allow such purchases and if they do, then you’re very correct in your assessment that this would be an area that would need certainly a lot of good oversight to ensure that there isn’t any abuse. But that’s a good response and good approach.
David Cattin:
All right. Thank you. We have a concern here. The person agrees with us that the business manger must have a partnership with the grant department. However an accounting background gears the writing of grants to only specific functions and codes within the grant writing and sometimes there are misunderstandings within the categories, which becomes tedious work at times for the grant to get the business office to understand the various sections of the grant writing process itself. And they’re asking does that make any sense. I guess in other words do we have some sort of reaction to this. I think Cynthia has something to add.
Cynthia Brown:
It’s quite possible that a number of your colleagues are sitting in front of their computers nodding their head. My response to that is yes, it’s difficult, but the more time you spend working together from the business side and the  programmatic side the better it will get overtime, so it’s effort well spent.
Mark Robinson:
Yeah, this is Mark Robinson. I would concur with that and, in a lot of the field work that we do, clearly one of the challenges is this relationship and the appreciation for the challenges that both sides of the fence, both the program and fiscal sides, have to deal with.

And it’s a work in progress, but we do recognize the fact that the success of the programs and the implementation and the ability of the programs to be effective really rest in both areas. So we acknowledge that as a challenge and our suggestion would be that you continue to fight the good fight to - on both sides to try to work together and to understand the dynamics that each of you have to deal with in terms of moving forward with the programs.
David Cattin:
All right. Thanks. We have another question here and we still are doing very well with our time. If there are things that occur to you please feel free to type in your questions.

This one says it would be very helpful if the states could receive a definitive answer regarding the time and effort reporting requirements for SFSF. I’m not sure if we have somewhere we can direct you. Cynthia, what would you say to this?
Cynthia Brown:
We’ll share that question with the program office and if it’s not already well outlined in the State Fiscal Stabilization Fund program guidance we’ll ask them to hand out that clarification. And again we might be able to post that answer at the same time that we post the slides.
David Cattin:
All right.
Cynthia Brown:
Okay.
David Cattin:
We have another “thank you” and we do appreciate that. It’s nice to know you’re out there listening and that we’ve given you some helpful information. We had well over 200 of you today and we do appreciate your tuning in.

Take a couple more seconds and see if you have any additional question you’d like to get in for today. Otherwise I think we’ve covered what we have. If your question did not get answered or did not get answered completely you may filter things through me, specifically regarding today’s content of internal control. You would write as you would to any federal employee here at Education using my name, david.cattin@ed.gov and we’ll get answers for you or direct you appropriately.

While I chattered away here we have another question. Thank you for that. “Is there a mechanism to contact other states, such as established LISTSERVs or other things that we are aware of?”…And we’re all looking at each other at this point on this one? You know here we are in Washington and so unfortunately we do sometimes not have the perspective that you all do. Certainly I might suggest that if you go to meetings with your colleagues whether you’re the business officer, project director or what have you -- we always strongly encourage people to network and find out about those types of things, but it looks like we don’t have much other idea than that. Mark, anything?
Mark Robinson:
I was just thinking perhaps maybe an organization like the Counsel of Chief State School Officers - if you are an elementary and secondary organization -  may have some mechanisms for states to interact with each other and of course on a general basis and of course that might include a forum for ARRA discussions.

We in the Department aren’t aware of any mechanisms that we have directly. Of course on our Web site you do have addresses that we give you in the slides where you can contact us directly and we can assist you with questions ourselves or perhaps provide that information to others if you feel that’s necessary. But one area - I would suggest checking with the Counsel of Chief State School Officers to see if they provide some mechanism such as the LISTSERV.
David Cattin:
All right. Thank you, Mark. And you do see on the ”Question-and-Answer” slide for other general Recovery Act relevant questions, you can do a couple of things. If it’s most appropriate and it’s more program specific, you may go to and should go to the Education Department contact listed on your grant award notification and we do have a generic email address there as well, rmscommunications@ed.gov. We have had two more questions come in. (Unintelligible) back here.

Okay we have it here again. All right. I’m not showing any on my screen. Does my colleague have the question back there? I have tried most of them.
((Crosstalk))

David Cattin:
All right. We didn’t have the scroll down far enough. “Are there any changes in the records retention schedule for ARRA?”
Cynthia Brown:
It would be the same as your federal - all of your federal grants. Which according to EDGAR, which is the Department of Education’s classification of grant common rules -- You should keep those records for at least three years after the grant finished. Not from the time of transaction, but all of the records for three years after the grant ends.
David Cattin:
All right. Another one here.
Mark Robinson:
Response to the previous question.
David Cattin:
Okay, yeah, someone has chimed in on behalf of the other question. I do not know what this acronym means AEFFA has a good LISTSERV on grants management fiscal questions.
((Crosstalk))

Mark Robinson:
The Association of Education Federal Finance Administrators, AEFFA, has a good LISTSERV on grants management fiscal questions. Thanks whoever sent that.
David Cattin:
Yes, thank you for chiming in with that. And you know, any other professional organization - I think we suggested this - certainly that you might be a member of given your profession, check in with them. They either are running something possibly on behalf of their constituency or they might know of other sources that do.

You’ve still got a few seconds to type in another question. I don’t see anything coming in at this point. We thank you for attending. I’d like to thank my colleague, Mark Robinson, for his portion of the program, Cynthia for adding information, Phil Maestri, and my other colleagues, Tina Otter and David Downey. We have a big staff here today in our beautiful studios in downtown Washington.

Again I did say we have an evaluation form. We like when you tell us we did a good job and we like you telling us where we could improve and suggest topics for the future, because you’re the ones who know what you’re looking for out there.

With that I bid you a good afternoon wherever you are and we look forward to your joining us the next time. Thank you very much.
Coordinator:
This concludes today’s conference. You may disconnect at this time.
END

